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Cyber Security Awareness Alliance
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EMPLOYEE CYBERSECURITY KIT ——coman s
LEVEL 2 ROLL-OUT PLAN
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| know and understand more
about CYBERSECURITY
and its importance

!

AWARENESS
I'VE HEARD OF
ADVOCACY PROGRAMME GUIDE
CYBERSECURITY ACTION *This will take about 2 weeks to set-up but can run indefinitely
| will stay up-to-date on
CYBERSECURITY and \
practice good measures

| continue to stay up-to-date
on CYBERSECURITY and
practice good measures

EMPLOYEE CHALLENGE
*This is recommended to roll out over 4 weeks, with 1 week for
REINFORCEMENT
THE TRANSTHEORETICAL MODEL OF BEHAVIOURAL CHANGE

set-up and each subsequent week for 3 weeks. However,
by Prochaska and Diclemente

companies may choose to shorten or lengthen the duration

BASIS FOR THE EMPLOYEE CYBERSECURITY KIT




